
CODLP
Cellopoint Online Data Loss Prevention

CODLP o�ers cloud-based email auditing and encryption that detect sensitive and confidential information 

and take actions such as blocking, forwarding, notifying, or encrypting emails to prevent data loss, simplify 

email risk management, and ensure regulatory compliance.

COAUD (Cellopoint Online Auditing) 

• Helps organizations prevent data loss by using 
pre-defined policies based on keywords and 
custom dictionaries to monitor outbound emails 
and take policy-driven actions, such as blocking, 
notifying, and forwarding emails to multiple 
auditors to review. 

• Provides role-based security controls.

• Scans outbound emails in real time, supports 
multiple file formats, and provides a single 
console to manage policy settings.

COENC (Cellopoint Online Encryption)

• Automatically encrypts outbound plain text emails 
that trigger one of the CODLP encryption policies 
to ensure the secure delivery of confidential 
emails and mitigate the risk of data loss. 

• Supports HTTPs, S/MIME, PDF+ password and ZIP 
+ password encryption methods.
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